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■多要素認証製品 AuthWay
AuthWay は、企業の認証強化を支援する多要素認証（MFA）製品です。ワンタ
イムパスワード（OTP）認証をはじめ、二経路認証や FIDO2（パスキー）認証など、
利用環境やセキュリティポリシーに応じた柔軟な認証方式に対応しています。ま
た、PCI DSS v4.0 の MFA 要件や多くのセキュリティガイドラインの認証要件に
も対応しており、安全性の高い認証環境の構築が可能です。

■シングルサインオン製品 CloudLink
CloudLink は、クラウドサービスと社内システムをつなぐシングルサインオン

（SSO）製品です。Microsoft 365 や Google Workspace などクラウドサービス
との連携はもちろん、社内 Web システムとの統合にも対応しており、既存環境
に柔軟に組み込めます。

■ ID 統合管理製品 EntryMaster
EntryMaster は、ID の登録・変更・削除などのライフサイクル管理を自動化す
る ID 統合管理製品です。人事システムや Active Directory（AD）、クラウドサー
ビスとの連携により、権限の適正管理と監査対応を支援します。法令や内部統制
への対応にも活用されており、ID 管理業務の効率化とセキュリティレベルの向
上に貢献します。

AuthWay、CloudLink、EntryMaster を連携させることで、クラウドサービスと社内のレガシーシステム
をつなぐ統合認証基盤を構築できます。クラウド活用が進む一方で、既存の社内システムは切り離せない―
そんな現実に対応できる柔軟な統合認証基盤を提供します。

当社は、製品単体の提供にとどまらず、認証基盤全体のコンサルティング・設計・導入・運用を一貫して支
援できる数少ない企業です。認証分野における専門性と柔軟性を活かし、企業の認証基盤構築を支援するパー
トナーとして、今後も安全性と運用効率を両立した IT 環境づくりに貢献してまいります。

株式会社アイピーキューブ
https://ip3.co.jp/

会員企業ご紹介  55

株式会社アイピーキューブ
〒105-0012 東京都港区芝大門2-12-9 HF浜松町ビルディング 8F
TEL：03-4221-1101　https://ip3.co.jp/contact/

お問い合せ

“認証”を知り尽くした、統合認証基盤の専門サプライヤーです
株式会社アイピーキューブ（IP3）は、統合認証基盤（多要素認証・シングルサインオン・ID統合管理）に
特化し、自社開発の製品を提供している独立系セキュリティベンダーです。

特定のプラットフォームや親会社に依存せず、自社開発の製品群と専門的かつ中立的な立場から、企業
や教育機関のIT統制とセキュリティ強化を支援しています。
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経験と実績に基づく確かなノウハウで お客様に最適なセキュリティを実現します 

サイバー犯罪が高度化・巧妙化する現代において私たちはその脅威を的確に把握して必要な対策を展開しな
がら、 ビジネスを滞りなく推進していかなくてはなりません。
SCSKセキュリティ株式会社はセキュリティのプロフェッショナル集団として長年培ってきた実績と経験を
ベースに最先端のセキュリティテクノロジーを十分に活用してお客様それぞれのセキュリティ課題に適した
解決策を提供し、 ひいては社会全体のリスクマネジメントを実現するサイバーセキュリティ分野のリーディ
ングカンパニーを目指します。

会社概要
会社名 SCSKセキュリティ株式会社 ［SCSK Security Corporation］
代　表 代表取締役社長  小峰　正樹
役員一覧 取締役　黒木　俊平	 取締役　市場　健二

取締役　佐藤　利宏	 取締役　元島　広幸
監　査　佐々木　和志

事業内容 セキュリティサービス開発・販売（コンサルティング、脆弱性診断 / 評価、トレーニング等）
セキュリティ製品販売

設立日 2023年8月1日
所在地 〒135-0061　東京都江東区豊洲3-2-20 豊洲フロント
資本金 5,000万円（SCSK 株式会社100%出資）
Webサイト https://scsksecurity.co.jp

※情報は2025年9月時点	 Copyright © SCSK Security Corporation
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会 社 名：株式会社ジインズ JINS Corporation
本 社：〒406-0846

⼭梨県笛吹市境川町三椚301
TEL:055-269-8780(代) FAX:055-240-1200

東京事業所：〒101-0047
東京都千代⽥区内神⽥1-6-6 MIFビル9階
TEL:03-6380-9917

設⽴：1996年（平成8年）4⽉
マネジメントシステム
JIS Q 27001：2023（ISO/IEC 27001：2022）
JIS Q 9001：2015（ISO 9001：2015）

https://www.jins.co.jp
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SecureNavi 株式会社
https://secure-navi-inc.jp/

SecureNavi株式会社
〒108-6022 東京都港区港南二丁目15番1号品川インターシティA棟22階SPROUND内
https://secure-navi-inc.jp/　　Mail: pr@secure-navi.jp 

お問い合せ

OUR VISION
「文系のセキュリティの悲報を、テクノロジーでいち早く解決する。」をビジョンに掲げ、情報セキュリティ認証、規制・
ガイドラインへの準拠、規程の整備・運用、監査・審査などの領域をDX・高度化するソリューションを提供しています。

OUR BUSINESS
◆ SecureNavi - セキュリティ業務の自動化・効率化を実現

セキュリティマネジメント業務を自動化・効率化するクラウドサービスです。
ISMS認証やプライバシーマークの取得・運用をはじめ、委託先管理や教育・訓練、インシデント管
理などを一元管理しセキュリティレベルの向上と運用負荷の削減を実現します。

◆ SecureLight - セキュリティチェックシートAI回答サービス
セキュリティチェックシート回答対応を自動化・効率化するAIサービスです。
チェックシートをアップロードするだけで、貴社専用データベース＋AIによる解析で、回答を自動生
成。回答の属人化を防ぎながら、業務の効率化と品質向上を両立します。

◆ 2線の匠クラウド - AI搭載セキュリティリスクマネジメントクラウド
委託先・システム・クラウド・グループ会社…。多くの企業がExcelで行っているリスクチェックを
SaaS×AIで効率化。また、サイロ化していた情報を一元管理・分析することで、これまで気づけな
かったリスクの予兆を捉え、リスクチェック業務の高度化も実現いたします。 

◆ Fit＆Gap - 国産のセキュリティ・コンプライアンス・ソフトウェア
ISMAP・SOC2の要求事項に対する社内規程の整備・運用状況を可視化し、準拠に必要なエビデン
ス収集を自動化。承認や管理プロセスを効率化することで、セキュリティコンプライアンスの維持・
向上を継続的に支援します。

「文系のセキュリティ」領域をDXするSecureNavi
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TXOne Networks Japan 合同会社
https://www.txone.com/ja

TXOne Networks Japan合同会社
〒105-5532 東京都港区虎ノ門２丁目6-1 虎ノ門ヒルズステーションタワー 32階
https://www.txone.com/ja/contact/

お問い合せお問い合せ
TXOne Networks Japan合同会社
〒105-5532 東京都港区⻁ノ⾨２丁⽬6-1 ⻁ノ⾨ヒルズステーションタワー 32階

HP： https://www.txone.com/ja各種お問合せ：https://www.txone.com/ja/contact/

TXOne Networks Japan合同会社
h t t p s : / / www . t x o n e . c om / j a

製造業・重要インフラ向けサイバーセキュリティのプロフェッショナル集団

TXOne Networksは半導体業界や⾃動⾞業界をはじめとした世界中の⼤⼿製造業や重要イ
ンフラ事業者への数多くの採⽤・実装経験から得た知⾒を活かし、実⽤的で運⽤に適したアプ
ローチを開発し、各種産業が抱えるセキュリティの課題を解決するソリューションを提供します。

セキュリティ検査 エンドポイント保護 ネットワーク防御

Stellar

OTアプリ
保
護

ふるまい

検知
ロッ
ク ダウ
ン

US
B

制
御

マルウェア
スキャン

Portable Inspector

Safe Port

EdgeIPS Pro

EdgeIPS

TXOne Innovation Hub

• OTセキュリティソリューションデモ
• OTシステムへのサイバー攻撃デモ
• ⼤型LEDディスプレイによるプレゼンテーション
• EBC ROOMにおけるラウンドテーブル
• セミナー、イベント等の開催（最⼤50席着席可）

実践的なOTセキュリティの理解・議論の場
ご利⽤を希望される⽅はお気軽にご相談ください。

＜提供設備＞

端末にソフトウェアをインストールすることなく
マルウェア検査と資産情報を収集

USBメモリなどのポータブルメディアの
マルウェア検査専⽤機

Windows XPなどのレガシーOSにも
対応したエンドポイントセキュリティ

（ソフトウェア）

OT環境に最適化されたネットワーク型IPS
（不正侵⼊防⽌システム）
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株式会社ブロードバンドセキュリティ（BBSec）
https://www.bbsec.co.jp/

株式会社ブロードバンドセキュリティ
〒160-0023　 東京都新宿区西新宿8-5-1野村不動産西新宿共同ビル4F
TEL：03-5338-7430　 E-mail：sales@bbsec.co.jp
URL: https://www.bbsec.co.jp/

お問い合せ

BBSec は、現状の可視化や診断から事故発生時の対応、24 時間 /365 日体制での運用まで、トータルセキュ
リティサービスを提供しています。高い技術力と豊富な経験、幅広い情報収集力を生かし、「サプライチェー
ンを狙った攻撃」「社会インフラを狙った攻撃」「AI 時代のセキュリティ」を解決すべき社会課題ととらえ、
より多くのお客様を悪意ある攻撃者から守ることで、「便利で安全なネットワーク社会を創造する」という
ビジョンを実現します。

提供サービスラインアップ
■ G-MDR®（フルアウトソーシング型の運用監視）
24 時間 365 日、専門アナリストがログ監視・分析を行い、脅威や異常を早期に検知。通知・報告書の提供、具体的な対
応策の提示を含むワンストップ型サービスで、自社に人材を抱えずとも高度なセキュリティ運用を実現できます。各種
セキュリティ対策を統合的に監視・相関分析します。

■「サプライチェーン強化に向けたセキュリティ対策評価制度」運用開始に備えた事前対策支援サービス
経済産業省の新たな評価制度運用開始（2026 年度中の運用開始に向けて整備を進めている）を契機とした対策推進をバッ
クアップ。各企業が対策レベルに応じた「★マーク」の認定を取得することで、サプライチェーンを構成する組織のリ
スクを可視化し、それによってサプライチェーン全体のセキュリティ水準の向上を図ることを目的としています。評価
取得によるビジネス機会の最大化を後押しします。

■ 緊急対応支援（Incident Response）
インシデント発生時の初動対応から原因調査、復旧支援まで一貫して対応。フォレン
ジック調査やマルウェア除去などの専門技術を駆使し、再発防止策も含めてサポート
します。　
ご相談およびお見積は無料です。事前契約を締結することで、初動対応までの時間を
大幅に短縮し、被害を最小限にする「平時の備え」プランもございます。

診断・対策分析・評価

監視・運⽤・検知

悪意ある攻撃を受ける前に
⾃らリスクを発⾒・防御

セキュリティニーズを
可視化し課題の抽出・

解決を⽀援

正確な最新情報をもとに
的確な対策を実施

インシデント
発⽣

サイバー
攻撃

セキュリティ専⾨事業者として、悪意ある攻撃から組織の情報資産を守り、
組織がその情報資産をもとに適正に成⻑していくことを⽀援

多様なセキュリティサービス

セキュリティ監査・コンサルティング 脆弱性診断
お客様システムの可視化/課題抽出/課題解
決を⽬的とした、組織全体に対するセキュ
リティ⽀援サービス。IT・組織両⾯からセ
キュリティの盲点を発⾒し、実現可能な解
決策を提⽰。

お客様システムに潜む脆弱性の有無を検証
し、リスクを分析した上で改善案を提⽰す
るサービス。時々刻々と変化するセキュリ
ティ事情に対応するために様々なニーズに
応える各種診断メニューをラインアップ。

情報漏えいIT対策（監視・運⽤）
慎重かつ堅実な継続的作業を求められる
セキュリティ運⽤を、セキュリティのプロ
フェッショナルが24時間・365⽇体制で
ご⽀援。

有事対応

復旧

緊急対応（事故調査）/
クレジットカード情報漏えい調査

G-MDR®
（能動的セキュリティ運⽤）

診断実績組織数 延べ 1万社超
豊富な実績

PCI関連資格者数  延べ 146⼈

SWIFT監査地銀シェア  約6割
韓国PCI DSS監査シェア 約7割

トップクラス

トップシェア
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ワンビ株式会社

※会社名・製品名などは各社または各団体の商標もしくは登録商標です。
※本内容は予告なく変更となる場合がございます。最新情報に関しては、ワンビ株式会社にお問い合わせください。	 ver.1 240925 Copyright (C) OneBe, Inc. All Rights Reserved

ワンビはデータ消去技術で企業の情報漏洩を守るセキュリティソフトウェアの開発企業です。
ワークスタイルの変革に伴い、企業においても働く場所や形態、デバイスの活用方法、そしてセキュリティの
在り方が変わりつつあります。当社はその中でも、盗難・紛失したデバイスの情報漏洩対策として多くの企業

で採用されている遠隔データ消去ソリューション「TRUST DELETE®（トラストデリート）」で、
いつでもどこでも安心してデータを活用できる環境を提供しています。

ワンビが必要とされる理由
『きちんとしたデータ消去』

ワンビのデータ消去は上書き消去方式を採用しており、
パソコンのOS及びリカバリー領域を含む、
ドライブ上の全データを消去します。

『万が一のリモートワイプ』

盗難・紛失したパソコンは、オフラインの場合
リモート命令が届きませんが、TRUST DELETEなら
遠隔命令が届かなくても情報漏洩対策が可能です。

ワンビ株式会社
〒160-0022 東京都新宿区新宿4-3-17 FORECAST新宿SOUTH 3階
sales@onebe.co.jp

お問い合せ
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SYSTEX Corporation
https://jp.systex.com/

SYSTEX Corporation
連絡先：Hugo Lai,  Email : hugolai@systex.com

お問い合せ

画期的なゼロトラストセキュリティ製品紹介：
ZTAi 信頼推論エンジン（Trust Inference Engine, TIE）
• SYSTEX が提案する ZTAi 信頼推論エンジン（TIE）は、以下の効果を実現します：

1.	国際セキュリティ標準への準拠：
米国 CISA および NIST SP 800-207 / 1800-35 の標準に呼応し、「Never Trust, Always Verify（信頼せず、常に検証）」
の理念を具現化した PDP / PEP / PIP のコアアーキテクチャを実装。

2.	日本のサイバーセキュリティ方針の実践：
日本デジタル庁が策定したゼロトラスト方針をサポートし、段階的導入をスムーズに実現できる企業支援ソリュー
ションを提供。

3.	企業のガバナンスおよび経営層視点での効果：
政府機関や企業の基幹システム（ERP / EIP / EAP）とゼロトラスト統合を行うことで、経営レベルでのセキュリティ
投資効果とガバナンス可視化を実現。

• ZTAi 信頼推論エンジン（TIE）製品アーキテクチャ図

製品サービス URL：https://jp.systex.com/ja-JP?page=systex-zati

• JNSA 会員の皆さまとともに、日本のサイバーセキュリティ市場を共に拡大していけるビジネスパートナー
となることを期待しております。

このたび JNSAの会員として参加できることを大変光栄に思います。1997年に設立されたSYSTEX （精誠資訊
股份有限公司）は、台湾最大のITサービスプロバイダーであり、アジア全域で20の子会社と5,000名の従業員を擁
しています。2024年の売上高は12.1億米ドルに達し、過去3年間で倍増するなど、安定した成長を続けています。
当社は政府、金融、製造、小売、医療など40,000社を超える顧客にサービスを提供し、アジア太平洋地域におけ
るサイバーセキュリティの革新とAI＋クラウドガバナンス・エコシステムの推進に取り組んでいます。SYSTEXは、
信頼されるグローバルパートナーとして、持続可能なデジタル社会の実現に貢献してまいります。

D

E

FB

A2

A1

C1

C2

ポリシー決定ポイント
（PDP）

AIベースのポリシーエ
ンジンシステム

ポリシー管理システム
（トラストスコア）

許可条件の設定

ユーザーグループ A

ユーザーグループ B

AP 1

AP 2

デバイスグループ（i）

デバイスグループ（ii）

>= トラストスコア 0.7

>= トラストスコア 0.9

1. ゲートウェイにアクセス  
2. アプリケーション／ネットワークリソース
（AP／RP API接続）

シーン（1）ログイン時／リソースアクセス時

シーン（2）継続的検証（周期的、30分ごとなど）：デバイ
ス健全性／脅威インテリジェンスを確認

シーン（3）業務リスク（事前に設定、1,000万の送金など
）：さらに厳格な検証（アイデンティティ、デバイス、イン
テリジェンス）

アプリケーション／ネットワークリソース（AP／RP）のネ
ットワークアクセスコントロール

継続的検証&業務リスクの検出と行動開始

【2種】運用モデル

ログイン時／継続的検証／業務リスク【3種】のシーン
が発生した場合、企業機構が設定した条件に基づき、
必要なセキュリティソリューション／信頼推論要素（ア
イデンティティ／デバイス／情報）に関する情報を交換
。

AP／RP接続に必要なソースの情報
（アイデンティティ／デバイスの情報／

AP／接続継続時間／業務リスク等級）を提供

AP／RP【アクセス許可／拒否】の結果を送信

AP : Application
RP : Relying Party
TPM : Trust Platform Module
PIP : Policy Information Point
PDP : Policy Decision Point
PEP : Policy Enforcement Point

企業機構

毎回のアクセス&継続的更新の
情報交換

コントロール層

データ層

社員／デバイス 
(ID/Device)

アプリケーション／
ネットワークリソース

(AP / RP)

ポリシー適用ポイント（PEP）

ゼロトラストアーキテク
チャのコアアーキテクチャ
（多国の特許申請中）

セキュリティソリューション
（PIP）

アイデンティティ識別
(IAM/MFA/FIDO2...)

デバイス識別
(NAC/MDM/TPM...)

デバイスの健全性
(Antivirus/EDR/GCB...)

脅威インテリジェンス
(SOC／SIEM／ダークウェブのイ
ンテリジェンス…)

図1：SYSTEX 信頼推論エンジン（ZTAI）運用シーンアーキテクチャ（NIST SP 1800-35を参照） 
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独創のチカラで、セキュリティの明日をつくる
国産の革新的技術と、長年の実績で積み重ねたノウハウを礎に、私たちは新しい価値を生み出します。安全で
快適なデジタル社会の実現を目指し、独創とものづくりを原点に、挑戦と進化を続ける企業であり続けます。

私たちソリトンシステムズは設立以来、常に新しい技術トレンドを見据えて、「日本で初めて...」に数多くチャレ
ンジしてきました。日本におけるLANのパイオニア的な存在としてネットワーク時代の到来を語り、多くの大規
模ネットワークの設計・構築を手がけ、プロトコルソフトの開発を行うなど、日本のインターネットの黎明期を
支えました。
そして現在、世界中のITデバイスが加速度的に“つながる”時代を迎えています。私たちは、このつながる世界が
抱えるセキュリティ課題に真正面から向き合い、安心を支える製品・サービスを提供するとともに、企業ネットワー
クをより便利で快適にするインフラづくりにも取り組んでいます。
創業から変わることのない「独創」と「ものづくり」の精神を原点に、ソリトンシステムズはこれからも、セキュリ
ティの新しい価値を創造し続けます。

【当社の製品・サービス】

日本発の技術で、社会に安心と革新を届けます。
代表取締役社長　鎌田　理




